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1
Introduction

The NextGen study was concluded without agreeing a solution to this issue due to lack of time. According to the conclusion in TR 23.799 clause 8.14 it was agreed to work on solutions as part of the normative phase:

The architecture should support mechanisms to avoid issues caused by the persistence ("stickiness") of UE-specific associations on at least NG2.

The Key Issue in TR 23.799 clause 5.19.2.2 states the following:

When a Network Function is created, deleted, or moved, either within a data centre or between data centres, the IP address used by a remote entity (e.g. NG RAN node, MMF, SMF, UPF, SDM, etc.) to route signalling/data to that NF might (or might not) change.

If the IP address of such a Network Function does change, then it is very important that there is no need for UE interaction.

In a virtualised environment, this AMF could be instantiated multiple times in one or multiple data centres.

the Next Generation system should permit complete NAS procedures (c.f. EPC Attach procedure) to be executed on the same instance of the AMF.

the Next Generation system should permit time-separated NAS procedures from one UE to use different instances of the AMF.

The magenta highlight above point to the main problem caused by NG2 stickiness i.e. the need for UE interaction in case the UE context is moved from one AMF to another. In EPC today this interaction corresponds to GUTI reallocation (which involves some or all of the following procedures: paging, S1/RRC release with special cause, TAU).
The yellow and cyan highlight provide architectural requirements for a potential solution, namely: an atomic NAS or NG2 procedure must be executed on the same AMF instance, whereas time-separated NAS/NG2 procedures can be executed on different AMF instances. These requirements can be referred to as “control of stickiness”. Given that the cause of the problem is migration of AMF instances (or UE contexts) within the CN, it seems obvious that the control of stickiness needs to be performed by the CN (not by the RAN).
The green highlight points to the fact that AMF instances handling the same geographical area can be instantiated in geographically distant data centres.
2
Discussion

The GUTI identifier (3GPP TS 23.003) uniquely identifies a UE in the Evolved Packet System (EPS). It is composed as follows:

<GUTI> = <MCC><MNC><MME Group ID><MME Code><M-TMSI>,

where:

-
MCC is the Mobile Country Code.

-
MNC is the Mobile Network Code.

-
MME Group ID uniquely identifies an “MME pool” within the mobile network.

-
MME Code uniquely identifies a specific MME within the MME pool.

-
M-TMSI uniquely identifies the UE within the MME.

According to proposals made in previous meetings, we expect that the unique UE identifier in the 5G system (”5G GUTI“) will have a similar structure, for instance:

<5G-GUTI> = <MCC><MNC><AMF Group ID><AMF Instance><NG-TMSI>,

where “AMF Instance ID” and “AMF Group ID” correspond to “MME Code” and “MME pool”, respectively.

In reference to the S1-MME reference point in EPS, all signalling between an eNB-MME pair is performed over a common Transport Network Layer (TNL) association, which is a generic name to designate an SCTP-based association for reliable message transfer. Within the TNL (SCTP) association the UE is identified by a pair of parameters called MME UE S1AP ID and eNB UE S1AP ID (refer to TS 36.413), that are dynamically assigned by the MME and eNB, respectively.
We expect that most 5G Core Network implementations will leverage virtualization, however, during the discussion in the previous meetings it turns out that there are different views on the system impact caused by virtualization. There also seemed to be willingness to not preclude any types of implementations, include discrete node implementations.

For the sake of simplicity it is assumed here that virtualized CN implementations can be divided in the following broader categories:

-
AMF groups that expose the AMF instances (e.g. their number, size, load) to the RAN.

-
AMF groups that do not expose the AMF instances (e.g. their number, size, load) to the RAN.

When RAN interacts with an AMF group that exposes the AMF instances, we expect that the same approach can be used as in S1-MME today, summarized as follows:

-
Individual AMF Instances are visible to the RAN.

-
Selecting an N2 instance implies selection of a specific AMF instance.

-
When the RAN node needs to perform AMF instance selection for UE that is already associated with an AMF instance, the RAN node uses the <AMF Instance> field in the 5G-GUTI (or a truncated version it e.g. without the <MCC><MNC> part).

-
When the RAN node needs to perform an initial AMF instance selection, it can randomly select one of the AMF instances in the pool, taking into account any load balancing weights that are associated with the corresponding N2 instances.

-
Moving a UE from one AMF instance to another within the same AMG Group implies reassignment of a new 5G-GUTI (notably, new AMF Instance ID and new NG-TMSI). However, the reassignment of a new 5G-GUTI for UE in idle mode can be postponed until the UE moves to Connected mode.
-
On the N2 interface the UE can be uniquely identified by a pair of identifiers similar to the MME UE S1AP ID and eNB UE S1AP ID parameters in EPS. Alternatively, the UE can also be identified by using the NG-TMSI parameter. It is up to RAN3 to decide which parameters will be used.
Depicted in Figure 1 is the alternative approach where the AMF group does not expose the AMF instances to the RAN.
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Figure 1: Architecture where the AMF group does not expose AMF instances to the RAN
The salient features of this alternative approach are the following:

-
Individual AMF Instances (i.e. their number, size or load) are not visible to the RAN. Instead, the RAN node has a set of TNL associations connecting to the same AMF Group. For instance, in the example in Figure 1 the RAN node knows that it has three TNL associations connecting to AMF Group 1, and another three TNL associations connecting to AMF Group 2.

-
Selecting a TNL instance by the RAN node does not imply selection of a specific AMF instance.

-
The RAN node considers the <AMF Instance><NG-TMSI> field as a single identifier (i.e. it does NOT make use of the <AMF Instance> field as a distinct field for AMF Instance selection). The combined <AMF Instance><NG-TMSI> field uniquely identifies the UE within an AMF Group ID.

-
For a UE appearing for the first time under the RAN node due to Service Request or Periodic Registration Update, the RAN node selects the AMF Group first (based on the AMF Group ID in the 5G-GUTI or its truncated variant) and then selects a TNL instance randomly among the TNL instances terminated in that AMF Group (or from a subset of TNL instances referred to as “designated TNL instances” in Figure 1).

-
The Core Network may decide to redirect the UE-specific N2 signalling to another TNL instance. This is done by a TNL association redirection procedure (Figure 2) that is similar to the existing procedure for NAS message redirection in TS 23.502 Figure 4.2.2.3-1. Upon change of TNL association the RAN node is aware of the TNL association change, but not of the AMF Instance change (if any).

-
Moving a UE from one AMF Instance to another within the same AMF Group does not imply reassignment of a new 5G-GUTI. Similarly, moving a UE from one TNL association to another within the same AMF Group does not imply reassignment of a new 5G-GUTI.

-
On any of the TNL instances terminating in the same AMF Group the UE can be uniquely identified by using the <AMF Instance><NG-TMSI> field as a common identifier in the N2 Application Protocol messages. The RAN node needs to store the latest TNL association that was used for a specific UE and use it for any UE-specific signalling in the uplink, as long as the UE remains connected to the same RAN node. However, the Core Network may decide at any time to change the TNL association in the downlink. When such a change occurs, the RAN node updates the latest TNL association for this UE and uses it for future uplink messages.
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Figure 2: TNL association redirection

Figure 2 provides a call flow illustrating the TNL association redirection procedure:

1. RAN sends an initial UE-related N2-AP message on TNL association 1 (the latter was selected randomly from the set of all TNL associations terminated in the same AMF Group, or a subset thereof). In this message as well in all other uplink N2-AP messages the UE is uniquely identified within the AMF Group by the combined <AMF Instance><NG-TMSI> identifier. The message is received by the AMF instance AMF 1, however, its identity is transparent to the eNB.

2. Triangular re-routing: Based on the combined <AMF Instance><NG-TMSI> identifier the Core Network retrieves the UE context. In the example in Figure 2, the AMF instance AMF 1 is the current “owner” of this UE’s context. For some (unspecified) reasons the Core Network decides to re-assign this UE’s context to another AMF instance (AMF 2) and internally re-routes the UE-related message to AMF 2.

3. Re-routing via RAN: This is an alternative for the re-routing mechanism described in step 2. In this case the Core Network indicates to RAN (step 3a) that it needs to re-send the initial UE-related message on another TNL association, including a parameter (#TNL) that identifies the new TNL association. If the TNL association does not yet exist, the RAN initiates establishment of the TNL association (step 3b) towards the TNL address provided in the previous step. RAN re-sends the initial UE-related message on the new TNL association (step 3c). The message is received by the AMF instance AMF 2, but this is transparent to the RAN.

4. The Core Network sends the subsequent downlink N2-AP messages on TNL association 2. In this as in all other downlink N2-AP messages the combined <AMF Instance><NG-TMSI> identifier allows the RAN to retrieve UE’s context. If step 4 was executed as a follow-up to step 2, the RAN takes note of the TNL association on which this message was received and uses it for future uplink N2-AP messages.

3
Which e2e procedures are concerned?
The following procedures are concerned by the stickiness control:

1. Service Request.
2. Periodic Registration Update (“periodic TAU”).
3. N2 handover preparation on the source side.
4. Any NAS procedure in NG_CONNECTED state.

In all the cases listed above the UE is associated with a specific AMF Group ID. In case (1) and (2) the RAN node randomly selects a TNL association from the set of TNL associations terminated in the same AMF Group. In case (3) and (4) the RAN node uses the latest TNL association that was used for N2 signalling for this UE.
In all four cases the combined <AMF Group ID><NG-TMSI> field uniquely identifies the UE within the AMF Group.
The following procedures are not concerned by the stickiness control:

1. Initial Registration (“Attach”).
2. Mobility Registration (“TAU”).
3. N2 handover preparation on the target side.

In all the cases listed above the UE needs to be re-associated with a new AMF Group ID. In case (1) and (2) the RAN node selects the AMF Group corresponding to the UE’s serving cell and then randomly selects a TNL association from the set of TNL associations terminated in the same AMF Group. In case (3) the TNL association is selected by the 5GC.

In all three cases above some additional parameters are needed in N2-AP signalling (e.g. Transaction ID) during N2 UE-specific association setup on N2.

4
Relation to network slices

Initial slice selection is performed as part of Initial Registration (“Attach”) which is out of the scope of stickiness control, as explained previously.

As part of initial slice selection the AMF Group ID is assigned to UE. This is the starting point for stickiness control.
Any additional considerations for the case where UE connects to more than one network slice simultaneously is FFS.

5
Multi-vendor operation, “AMF subgroups” and data centres

This contribution assumes that multiple AMF Groups can serve the same geographical areas. The reason for this is twofold:

-
To allow for multi-vendor operation in the same geographical area, the assumption being that within a given AMF Group all equipment is provided by a single vendor. It is out of scope of this paper how the RAN node selects the AMF Group (from the set of multiple AMF Groups handling the same geographical area) upon initial AMF Group selection (i.e. upon Initial Registration (“Attach”) or upon Mobility Registration (“TAU”)).
-
To allow for geographical redundancy by locating the AMF Groups handling the same area in geographically distant data centres. 

For simplicity in Rel-15 it is assumed the following:

-
An AMF group is contained within a single data centre (i.e. there is no assumption that the dynamic UE context is synchronized across data centres in real time).

-
AMF groups handling the same geographical area, but located in different data centres, are considered as distinct logical AMF groups associated with distinct AMF Group IDs.
With this proposal there is no need for hard partitioning of the “AMF Group ID” field into “main group” and “subgroup” fields.
6
Other

This contribution focuses on the N2 reference point. However, the proposal can also be applied to the N14 reference point (AMF group to AMF group) and can also be extended to other reference points, if needed.

If applied to N14, the following is assumed:

-
N14 can operate in either of the two modes described previously i.e. either the AMF Group exposes individual AMF Instances to the other AMF Group, or it does not.

-
Each AMF Group interfacing with another AMF Group via N14 needs to be configured (e.g. using N14 Setup signalling) with the operation mode of the peer.

-
other…

7
Proposal

It is proposed to agree the following proposal for inclusion in TS 23.502, either as a new subclause in clause “4.1 Connection, Registration and Mobility Management procedures” or in clause “4.7 RAN-CN interactions”.
######################### TEXT PROPOSAL FOR TS 23.502 ###########################

4.1
Connection, Registration and Mobility Management procedures

4.1.1
Registration procedures

4.1.2
Service Request procedures

4.1.3
Temporary Identity Reallocation procedure

4.1.4
Reachability procedures

4.1.x
N2 requirements and procedures
The following architecture requirements apply to the N2 reference point:

-
The 5G system shall support the transfer of UE-specific signalling from one N2 instance to another under the control of the CN and without interaction with UE.

-
The 5G system shall support AMF groups that expose AMF instances to the RAN as well as AMF groups that do not expose AMF instances (i.e. their number, size or load) to the RAN.

-
The RAN procedures on N2 depend on whether it interacts with AMF group that exposes AMF instances to the RAN or not. The RAN shall be configured by the CN (e.g. using N2 Setup signalling) to know which procedures to use when interacting with an AMF group.

-
The 5G-GUTI is encoded as: <5G-GUTI> = <MCC><MNC><AMF Group ID><AMF Instance><NG-TMSI>.

-
When interacting with an AMF group that does not expose AMF instances, the combined <AMF Instance><NG-TMSI> field shall be used by RAN as a single identifier.

When interacting with AMF group that exposes the AMF instances to the RAN the following applies:

-
Individual AMF Instances are visible to the RAN.

-
Selecting an N2 instance implies selection of a specific AMF instance.

-
When the RAN node needs to perform AMF instance selection for UE that is already associated with an AMF instance, the RAN node uses the <AMF Instance> field in the 5G-GUTI (or a truncated version of it e.g. without the <MCC><MNC> part).

-
When the RAN node needs to perform an initial AMF instance selection, it can randomly select one of the AMF instances in the pool, taking into account any load balancing weights provided by the CN that are associated with the corresponding N2 instances.

-
Moving a UE from one AMF instance to another within the same AMG Group implies reassignment of a new 5G-GUTI (notably, new AMF Instance ID and new NG-TMSI). For UE in Idle mode the reassignment can be delayed until UE moves to Connected mode.
-
On the N2 interface the UE can be uniquely identified by a pair of identifiers similar to the MME UE S1AP ID and eNB UE S1AP ID parameters in EPS. Alternatively, the UE can also be identified by using the NG-TMSI parameter.

Editor's note:
The identifiers used in N2-AP to identify the UE context are to be defined by RAN3.

When interacting with AMF group that does not expose the AMF instances to the RAN the following applies:

-
Individual AMF Instances (i.e. their number, size or load) are not visible to the RAN. Instead, the RAN node has a set of TNL associations connecting to the same AMF Group.

-
Selecting a TNL instance by the RAN node does not imply selection of a specific AMF instance.

-
The RAN node considers the <AMF Instance><NG-TMSI> field as a single identifier (i.e. it does not make use of the <AMF Instance> field as a distinct field for AMF Instance selection). The combined <AMF Instance><NG-TMSI> field uniquely identifies the UE within an AMF Group ID.

-
For a UE appearing for the first time under the RAN node due to Service Request or Periodic Registration Update, the RAN node selects the AMF Group first (based on the AMF Group ID in the 5G-GUTI or its truncated variant) and then selects a TNL instance randomly among the TNL instances terminated in that AMF Group (or from a subset of TNL instances referred to as “designated TNL instances”).

-
The Core Network may decide to redirect the UE-specific N2 signalling to another TNL instance. This is done by a TNL association redirection procedure (Figure 4.1.x-1) that is similar to the existing procedure for NAS message redirection in Figure 4.2.2.3-1. Upon change of TNL association the RAN node is aware of the TNL association change, but not of the AMF Instance change (if any).

-
Moving a UE from one AMF Instance to another within the same AMF Group does not imply reassignment of a new 5G-GUTI. Similarly, moving a UE from one TNL association to another within the same AMF Group does not imply reassignment of a new 5G-GUTI.

-
On any of the TNL instances terminating in the same AMF Group the UE can be uniquely identified by using the <AMF Instance><NG-TMSI> field as a common identifier in the N2 Application Protocol messages. The RAN node needs to store the latest TNL association that was used for a specific UE and use it for any UE-specific signalling in the uplink, as long as the UE remains connected to the same RAN node. However, the Core Network may decide at any time to change the TNL association in the downlink. When such a change occurs, the RAN node updates the latest TNL association for this UE and uses it for future uplink messages.
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Figure 4.1.x-1: TNL association redirection

Figure 4.1.x-1 provides a call flow illustrating the TNL association redirection procedure:

1. RAN sends an initial UE-related N2-AP message on TNL association 1 (the latter was selected randomly from the set of all TNL associations terminated in the same AMF Group, or a subset thereof). In this message as well in all other uplink N2-AP messages the UE is uniquely identified within the AMF Group by the combined <AMF Instance><NG-TMSI> identifier. The message is received by the AMF instance AMF 1, however, its identity is transparent to the eNB.

Editor's note:
The identifiers used in N2-AP to identify the UE context will be defined by RAN3.

2. Triangular re-routing: Based on the combined <AMF Instance><NG-TMSI> identifier the Core Network retrieves the UE context. In the example in Figure 2, the AMF instance AMF 1 is the current “owner” of this UE’s context. For some (unspecified) reasons the Core Network decides to re-assign this UE’s context to another AMF instance (AMF 2) and internally re-routes the UE-related message to AMF 2.

3. Re-routing via RAN: This is an alternative for the re-routing mechanism described in step 2. In this case the Core Network indicates to RAN (step 3a) that it needs to re-send the initial UE-related message on another TNL association, including a parameter (#TNL) that identifies the new TNL association. If the TNL association does not yet exist, the RAN initiates establishment of the TNL association (step 3b) towards the TNL address provided in the previous step. RAN re-sends the initial UE-related message on the new TNL association (step 3c). The message is received by the AMF instance AMF 2, but this is transparent to the RAN.

4. The Core Network sends the subsequent downlink N2-AP messages on TNL association 2. In this as in all other downlink N2-AP messages the combined <AMF Instance><NG-TMSI> identifier allows the RAN to retrieve UE’s context. If step 4 was executed as a follow-up to step 2, the RAN takes note of the TNL association on which this message was received and uses it for future uplink N2-AP messages.
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